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| --- | --- | --- |
|  | **University Hospital of Brooklyn****College of Medicine****College of Health Related Professions****College of Nursing****School of Graduate Studies****Graduate Program in Public Health** | **Guidance for Retention and Destruction****Of IRB Records** |
| For more information please contact the IRB at 718-613-8480 or IRB@downstate.edu. **KEY POINTS:*** + - * IRB records must be securely retained for the retention periods specified within state and federal regulations.
			* Access to IRB records is only permitted to those with a legitimate need for access.
			* The retention period for each IRB record varies depending on the nature of the documentation.
			* Active IRB records must be securely stored and be readily available.
			* Only the individuals designated in the guidance may destroy IRB records.
			* Before destroying any IRB record, such records must be listed on a Records Management Certificate of Destruction form and approved by the Records Management Officer or Designee.
			* After destruction, the IRB files the certificate with Records Management Officer and Central Stores within thirty (30) days of destruction.
 |
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# Introduction

IRB records must be securely retained for the retention periods specified within state and federal regulations.

IRB records should not be retained unless they serve a legal, operational or historical value to Downstate. Retaining records when there is no legal requirements may subject Downstate to additional burdens.

This document provides guidance for the SUNY Downstate IRB. Additional guidance or policy may apply to investigator’s records that go beyond the scope of this guidance; however, some minimal retention periods are provided below.

# Minimal Retention Period for Research Records

Downstate faculty should consult with FDA regulations, State Retention Policies, Downstate guidance and their departmental policies for additional information. Research records and specimens must be securely stored in accordance with the research procedures,

IRB approved documents, and Downstate policies. Research records and specimens may not be destroyed unless in conformity with Downstate policies, and when applicable other requirements of sponsors or external research sites. In general, research retention periods are described below, but may differ depending on the details of the study. Some of the minimum retention periods are provided below:

* Records relating to a specific research activity, including research records collected by investigators must be maintained for at least three years after completion of the research. This minimum retention period applies whether or not any research participants were enrolled in the study.
* If the research is FDA regulated, records should be retained for at least two years after approval of the investigational agent by FDA; if it is not approved, records should be retained at least two years after the study is terminated and FDA is notified. However, the FDA requirements for record retention differ and the individual pharmaceutical or device manufacturing companies sponsoring the research may have their own policies on record retention to which the investigators may be subject. Consult with the sponsor before destroying any records.
* Research participants' signed HIPAA Research Authorization forms must be kept for a minimum of six years after such authorization last was in effect.
* Records concerning controlled substance research must be maintained for five years after completion of the study.
* When research takes place an external site, the PI must follow the longer specified retention period of either the external site or Downstate.

Access to IRB Records

Inspection or access to or copying of IRB records, whether paper or electronic, is limited to the investigators approved by the IRB to have access to the records, those performing healthcare operations activities, Institutional Official, Operations Manager, IRB Members, IRB administrative staff, authorized officials (e.g., auditors, legal counsel, external consultants, accreditation bodies), officials of federal and state regulatory agencies (e.g., OHRP, FDA, OCR, NYSDOH, etc.), and sponsors with legitimate need for access or as determined the IRB, Privacy Officer, Institutional Official, Operations Manager, or General Counsel; those who are external to Downstate and not part of a regulatory body may be required to establish a Business Associate Agreement. Consult the Privacy Officer to make this determination. All other access to IRB records is prohibited.

# Retention and Disposition Of IRB Records

IRB records must be securely maintained to protect confidentiality and privacy for a minimum of **three (3) years, and records related to research which is conducted must be retained for at least three (3) years after completion of the research; however,** it is recommended IRB records be retained for up to 10 years, when practicable.

If the research takes place at an external site, the IRB may be required to follow longer retention periods, as outlined in any IRB Authorization (Reliance) Agreement.

It is not practicable to destroy electronic IRB records; however, these must be stored in a secure manner. Any electronic IRB records which contain Protected Health Information must be maintained in accordance to information security requirements, as described in the [IRB Guidance on Data Security.](http://research.downstate.edu/irb/irb-policies.html)

## Historical Records

**Do not destroy any IRB records that may have important historical value.**

## Legal Hold or Audit

The SUNY Downstate Office of General Counsel will notify the Department or IRB of any litigation holds and follow-up when records are no longer subject to a legal hold.

Research records may also be used for audit purposes.

If IRB records are part of a legal hold or audit, please hold the IRB records **until the hold is lifted or they are no longer needed for an audit**. Please consult the SUNY Downstate Office of General Counsel or the group performing an audit if you have any questions.

# IRB Records Storage

Active paper IRB study files are kept secure in filing cabinets in the IRB office or archival locations approved by the SUNY Research Foundation. All DMC storage sites are closed and locked when unattended.

Any paper IRB records that are removed from the IRB Office for archival purposes are placed in coded storage boxes. A list of materials in each box is maintained on a spreadsheet in the IRB office electronic records and is stored in a secure folder behind the Downstate firewall.

IRB records that do not require the original source documentation (e.g., records or documents with signatures for FDA regulated clinical investigations, etc.) may be scanned for electronic storage. However, Protected Healthcare Information (PHI) cannot be stored on any system external to Downstate unless a Business Associate’s Agreement (BAA) is in place, unless the PHI is redacted.

Any IRB records that do not require the original source documentation (e.g., records or documents with signatures for FDA regulated clinical investigations, etc.) may be scanned for electronic storage.

Documents that are scanned for electronic storage must be reviewed by an IRB office member, IRB Member, or designated consultant to discern the quality of the scan. If the scan is not legible, it must be re-scanned before it is stored. All electronic records must be stored in either a folder on the IRB shared drive behind the Downstate Firewall or within the secured IRB application and processing system [[IRBNet](https://www.irbnet.org/release/faq.html#data_security), [ClickSoftware](https://www.clicksoftware.com/wp-content/uploads/2016/08/160725-Information-Security-Program.pdf) (SUNY PACS), etc.].

## IRB Records Stored Off-Site

The IRB may use off-site locations managed by a SUNY-RF Contractor that is responsible for coordinating all records stored off-site. The IRB must create a list, in Excel format, of materials in each box that contains at minimum:

1. Box identifier e.g. bar code
2. Description of content and record (IRB #, Study Name, PI)
3. Any folder which contains study files within the box must be labeled with the IRB study #
4. Date of future destruction (if known), based on all records in the box.

The list must be retained by the IRB in electronic format behind the Downstate Firewall.

It is recommended that a copy of the list should be included in the storage box.

# Destruction of IRB Records

The IRB office staff or IRB members may destroy incidental copies of IRB records, when they are no longer needed, using the Shred-It system.

Before any official IRB record is destroyed the following must occur:

1. Verify the retention requirement period has passed for the IRB record.
	1. This may be confirmed by reviewing IRB records.
	2. For exempt studies which are not officially closed, an investigator on the study must be contacted by the IRB Office to verify the study has been closed for at least 3 years.
		1. If none of the investigators are employed at Downstate at the time of the inquiry, the IRB Office must confirm with the Department Chair or Dean that the records can be destroyed. A record of such confirmations shall be retained indefinitely.
		2. Any records that are not eligible for destruction must be permanently archived until it can be determined they can be destroyed.
2. Complete a Records Management Certificate of Destruction. This form may be completed by any of the following individuals:
	1. IRB Office Staff or IRB Member
	2. IRB Records Coordinator
	3. Consultant under a contract with the SUNY RF
	4. Off-site storage facility
3. Obtain the signature of the following individuals:
	1. Department Records Coordinator
	2. Supervisor/Director/Department Head
	3. Records Management Officer or Designee

1. Any of the above individuals may destroy the records and complete the certification of destruction.
	1. Paper records must be shredded via Shred-It program or any other program approved by the SUNY RF.
	2. Electronic records may only be destroyed in accordance with DMC Data Security Policies.
	3. The person destroying the records must complete the Certificate of Destruction and provide a copy to the IRB within five (5) business days from the date of destruction.
	4. The IRB files the certificate with Records Management Officer and Central Stores within thirty (30) days of destruction.

# Appendices

Records Management Certificate of Destruction

Records Management Certificate of Destruction – Supplement Form A
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